# Week 6

|  |  |
| --- | --- |
| **Meeting summary** | **Explanation** |
| Discussion on project progress | In this meeting we have discussed about the progress on report writing and technical artefact. We had a submission on at the end of week 6 so We all were preparing report writing. The reporting includes:   1. The problem from a business and technical perspective. 2. Identification, selection and justification of appropriate network and security technologies. 3. Specification of requirements. 4. network designs. 5. Design of network/security architectures. 6. Network and security policies. 7. Risk assessment, 8. Recommended security controls to solve the problem etc.   Regarding the technical progress we have already designed the website and integrate chatbot in it which has proper functionality. |
| Update on project plan. | Our initial project plan was to integrate chatbot into website, but we noticed that chatbot will not be able to identify the cybersecurity vulnerability. Our mentor suggested that to generate a AI tool which detect the vulnerability in the website, which is the primary aim of the project. |